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Communicating with Affected Individuals.

To ensure that the affected individuals could take immediate sieps to protect themselves from
possible identity theft or other monetary damage, Wendy's will send a communication to adult
dependents and to the parent or guardian of minor dependents of affected Wendy's employees by
first class mail on January 29, 2008, samples of which are Attachment 1 and 2 to this letter.
Wendy’s has also engaged Kroll Inc. to provide the affected employees’ dependents with access
to identity theft safeguards. The communication will also advise the affected individuals to
remain vigilant by reviewing account statements and monitoring free credit reports, as well as
inform them of the following:

¢ The incident in general terms.
* The type of personal information that was included on the incorrect statements.

* The steps Wendy’s has taken and is taking to protect the personal information from
further unauthorized access.

* The telephone number that individuals can call for further information and assistance.

* Information that affected individuals will be receiving a subsequent communication
about the identity thefi safeguard services offered by Kroll, Inc..

Fortunately, at this time, Wendy's has no specific knowledge that any information contained on
the incorrect statements has been misused. We also believe that the services we are offering to
our employees’ dependents will help them to immediately respond to any threats of identity theft
or other misuse of their personal information as a result of this isolated incident.

We hope that this letter and its enclosure provide you with all the information you need. Please
let us know if you have further questions or if we can be of further assistance,

Yours truly,

WENDY'S INTERNATIONAL, INC.

Cj@mﬁ&ﬁ/

Jeffrey M. Cava
Executive Vice President, Human Resources

Enclosures




January 29, 2008
Dear Fellow Employee and Dependent (18 yrs. or older):

I am contacting you and your dependent because of a data security incident involving your
dependent’s data. On November 29, 2007, Mercer Outsourcing (Life Chaices Service Center), a
service provider for Wendy's health benefits plan, experienced an administrative error resulting
in the exposure of personal information for some employees’ dependents by virtue of that
information being printed on the 2008 benefit Confirmation Statement generated for another
Wendy’s employee. This information included dependent names, Social Security numbers, and
dates of birth. We have been working with Life Choices 1o better underst nd.what happened and
why. 4

Although we have no indication that this information has been mis “illave wagted, to make you
and your dependent aware of the incident and the steps we arc (linsd

Conlirmation Statements were corrected and the corrected statements matlchy 1iber 21,
2007, The mailing of the corrected statements directed re . data. JFyou were
a recipient of a corrected statement, we trust you have dpfi&jSg as to any data that Yoi ermoneously

received. If you have not done so, please destroy the data rig! : akid it unreaditle
(e.g., shred it).  Secondly, our provider has igfiffied us th e
dependents and payroll deductions were not af] i and tesolved ths

ALB Statements; and (iii)

We have also engaged Kroll Inc., to provigey dent with access to identity safepuards at
no cost to you to address any difficulties, enGgn as¥a result of this incident. Your
dependent will receive a sepagate maili ) Idre om Wendy's and Kroll that provides
greater detail about the serwiCesg 1 @i her, We encourage you to watch for the
letter and to take time to review thiavatlab] Ssafeguards outlined therein.

-I:=.,.': y othe uestiuns. please contact your local HR staff member or
apal, Inc. Corporate Office at 1-800-443-7266 and when prompted by
%L 2018. Please also accept my personal apology for any concern

Yours truly,

Jeffrey M. Cava
Executive Vice President, Human Resources




Steps Regarding Identity Theft Protection

We recommend that your dependant consider taking additional steps. The Federal Trade
Commission recommends several steps regarding identity theft prevention generally at
hgg;{.-’ww.m.govfl:rcga’edm’micrusitcsfigmeﬁfggg sumers/defend html. That resource also
provides information about the questions listed below and the FTC minimum recommendations
include obtaining and reviewing the relevant credit report, filing a “fraud alert” and requesting a
“credit freeze.” Its other recommendations relate 1o actual incidents of identity theft which, we
certainly hope, will not actually occur. The most current and detailed information is available

online, but if you are not able to access the linked material, let me know and T will mail a copy of
the FTC’s answers to the following:;

I- What are the steps | should take if I'm a victim of identi
2- What is a fraud alert? (for the addresses of the credit re
this, visit

http:www. fte.goviber

houldtakeifimavictimofidentitytheft: ol should also resulMHgideliy®

4- What is an identity theft report? ARNER
3- What do I do if the police only take géhorts abaup identityifheft g¥er the Internet or
telephone? b b i

6- What do I do if the local policed

| pltase visit the FTC's website more at
il bywmail §F"Federal Trade Commission, CRC-240,
retiqiimber, 1-877-FTC-HELP (382-4357) or 1-877-1D-

Lhe conti®t information for the Maryland Attorney General
is Office of the !r;'il';-'r:i_.;-_ neral, 200 Sy, Papl Place, Baltimore, MD 21202, (410) 528-8662 or
toll free at 1 (888) 74330028 hs

hittp:/fwww. fle.gov/idtheft,
THEFT (438-4338), [Inn Maryland:3

[r My ; state law requires us to provide the following information,
some aps the federal rights described by the FTC. Under Massachusetts law, a
persoi 1% security freeze” be placed on their consumer report (a/k/a credit
report 4G9 Guestio a consumer reporting agency by certified mail, m’emighli mail or
regular stamped mail (§an address designated by the consumer reporting agency to receive such
requests. If @ ityptreeze is in place, the information from the person’s consumer report is
prohibited fronfbeiff released to a third party without the person’s prior express authorization.

sachusetts law, a consumer reporting agency may charge a reasonahble fee, not

to exceed 55, if the person elects to freeze, lift or remove a freeze to their consumer report. For
victims of identity thefl, & consumer reporting agency must not charge the v_il:tlrn.ur their spouse a
fee if a valid police report relating to the identity theft has been submitted to the consumer

reporting agency. ]




January 29, 2008

Dear Fellow Employee and Parent or Guardian of a Minor Dependent:

[ am contacting you because of a data security incident involving your minor dependent’s data.
On Movember 29, 2007, Mercer Outsourcing (Life Choices Service Center), a service provider
for Wendy’s health benefits plan, experienced an administrative errar resulting in the exposure of
personal information for some employees’ dependents by virtue of that information being printed
on the 2008 benefit Confirmation Statement generated for another Wendy’s employee. This
information included dependent names, Social Security numbers, and datgg,of birth. We have
been working with Life Choices to better understand what happened and wih

Although we have no indication that this information has been mi iSebve wagtl_to make you
aware of the incident and the steps we are taking. First, incorrect Confifethtid '
correcled and the corrected statements mailed on December 21, 2007,
corrected statements directed recipients to destroy the data
statement, we trust you have done so as to any data that™gh
not done so, please destroy the data now in a matter maky
Secondly, our provider has informed us that (1) theshene
deductions were not affected; (ii) they have logdfed (i et

confined to Wendy's 2008 Confirmation Stat€hie t5 (i icable*systems and procedures
have been corrected. We have also been afivi dbicredit reportingfagencies do not knowingly
keep credit files on minors. e '

provides greater detail about the SarviceStBBin Zoffertd to your minor dependent. We encourage
you to watch for the letter and to tdkg time (O%pview the available safeguards outlined therein.
Although the servic@8sare for your mifyr dependent, Kroll is prepared to answer questions and
respond to requests 1 lias the parentpf guardian of your minor dependent.

er tiking ddtitional steps on behalf of your minor dependent. We have
af those stegs on the Hack side of this letter.

icesplliSiiERed usli# convey its sincere regret for any inconvenience this may have
Sy ouihve ‘any other questions, please contact your local HR staff member or

contact Wendy's Intergiitional, Inc. Corporate Office at 1-800-443-7266 and when prompted by
ed“affenddnt, dial ext. 2018. Please also accept my personal apology for any concern

that this incident Tay cause.

Yours truly,

Jeffrey M. Cava
Execulive Vice President, Human Fesources

T | g oz AR ST T D I




Steps Regarding Identity Theft Protection

We recommend that employees whose minor dependant information was exposed consider
taking additional steps as relevant to minors. The Federal Trade Commission recommends
several steps regarding identity theft prevention generally at

hitp:/fweew fte.pov, microsites/idtheft/consumers/defend. himl. That resource also
provides information about the questions listed below and the FTC minimum recommendations
include obtaining and reviewing the relevant credit report, filing a “fraud alert™ and requesting a
“credit freeze.” Its other recommendations relate to actual incidents of identity theft which, we
certainly hope, will not actually occur.  The most current and detailed informati

online, but if you are nat able to access the linked material, let me know and.d
the FTC’s answers to the following:

'1- What are the steps I should take if I'm a victim of identitythefig
2- What is a fraud alert? (for the addresses of the credit reportingat
this, visit

http; fle. 18 25/
houldtakeiflmavictimo fidentitytheft; placing

those agencies of a copy of your credit report

3- What is a credit freeze?

4- What is an identity theft report?

5- What do I do if the police only tak€ réntn

telephone? i

at Federal Trade Commission, CRC-240,

tr, 1-877-FTC-HELP (382-4357) or 1-877-1D-
contact information for the Maryland Attorney General
Paul Place, Baltimore, MD 21202, (410) 528-8662 or
2y state.md. us/. ]

ysachusetts, state law requires us to provide the following information,
1%, federal rights described by the FTC. Under Massachusetts law, a

Fsecurity freeze” be placed on their consumer report (a'k/a credit
Guest to a consumer reporting agency by certified mail, overnight mail or
ped mail (¢an address designated by the consumer reporting agency to receive such
requests. If a Sepprify freeze is in place, the information from the person’s consumer report is
prohibited from being released to a third party without the person’s prior express authorization.
According to Massachusetts law, a consumer reporting agency may charge a reasonable fee, not
to exceed $5, if the person elects to freeze, lift or remove a freeze to their consumer report. For
victims of identity theft, a consumer reporting agency must not charge the victim or their Spouse a
fee if a valid police report relating to the identity theft has been submitted to the consumer

reporting agency.]




