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Subject: Notification of potential Data Security Breach
 
To whom it may concern -

Under the direction of UNH’s Information Security Services, and in accordance with New
 Hampshire RSA 359: C-20, the purpose of this email is to serve as notification of a Data
 Security Breach incurred at the University of New Hampshire Research Computing Center on
 March 23, 2015.

Sensitive information for two people was submitted to a web server hosted by UNH over an
 unencrypted session. The issue which allowed this to occur has been corrected. The affected
 records included Social Security Numbers, National Provider Identifiers, CMS Registration
 IDs, and NH Medicaid Provider Numbers.

While we cannot determine conclusively that the files were viewed or copied, the university
 has provided affected individuals with appropriate notification in accordance with New
 Hampshire RSA 359: C-20.

Regards,

Patrick Messer
 
Patrick Messer
Director, Research Computing Center
(603) 862-2889
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