BakerHostetler

December 24, 2014

VIA OVERNIGHT DELIVERY

Office of the Attorney General

33 Capitol Street

Concord, NH 03301

Attn: Attorney General Joseph Foster

Re: Incident Notification
Dear Attorney General Foster:

Our client, Lokai Holdings LLC (“Lokai”), recognizes the importance of the privacy and
confidentiality of the personal information of its customers. We are writing to notify you that
Lokai recently detected suspicious activity on computers that operate the payment processing
system for its website.

After Lokai was informed of reports of fraudulent charges appearing on payment cards
that were legitimately used on its website, Lokai engaged a leading computer security firm to
conduct an investigation. On October 28, 2014 the investigation found that an unauthorized
person gained access to the server that hosts Lokai’s website and installed a program that was
designed to record information entered by customers. Based on the investigation, Lokai believes
information entered on the website from July 18, 2014 to October 28, 2014 could have been
affected, which may include customer name, address, payment card number, expiration date,
verification code, and the user name and password used to access the account a customer creates
for the mylokai.com website.
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